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INTRODUCTION

Robust collection and sharing of both demographic and health data is essential for coordinating delivery of health care services, for measuring health disparities, and for judging the success of health care models and interventions. The value of accurate data, and effective sharing of information, is especially evident when looking at low-income older adults enrolled in both Medicare and Medicaid. Individuals dually eligible for Medicare and Medicaid disproportionately come from underserved communities, are more likely to have multiple complex conditions and/or need institutional or home care for daily support, and are more likely to have social needs that impact their health and well-being.¹

An increasing number of dually eligible individuals are enrolled in managed care plans for their Medicaid services² or their Medicare services³ or both. When individuals are enrolled in aligned care across programs, the range of providers with potential access to their health and demographic data and the amount of data available both expand. This offers potential to improve care coordination among providers on both the Medicare and Medicaid side: medical providers such as hospitals, physicians, and physical therapists, and Medicaid providers such as long-term care facilities, and providers of home and community-based services, many of whom are not licensed medical professionals. Participation in an aligned system eases communication, for example, between a primary care physician whose services are covered by Medicare and a medical social worker who is working with the same enrollee providing Medicaid-covered services. Coordination between Medicare and Medicaid providers also is critically important when an enrollee transitions from hospital care or post-hospital rehabilitation and needs Medicaid community supports in order to live safely back at home. At the same time, this broader sharing of sensitive health and demographic information increases the importance of privacy policies.

Between information collected by the programs they depend on for their benefits and data collected by their many providers, dually eligible individuals' files are thick with health and non-health information.

Dually eligible individuals, like all of us, care about the privacy of their data. They don't want their data hacked, sold, used to profile them or, manipulated by unknown parties. But frequently their most acute privacy concerns tend to be much closer to the ground. They are less concerned about disclosure of sensitive information to unrelated third parties than about whether a provider or caregiver might deny them service, or discriminate against them, embarrass them, or even abuse them after learning sensitive information about their health history or their personal or demographic traits from their health record.

This paper looks at this very immediate and very personal side to data privacy in health care. It specifically examines tools to address individual privacy concerns in the context of managed care plans that integrate and coordinate the provision of Medicare and Medicaid services with high need dually eligible enrollees. It explores how to address these privacy concerns and the fears that underlie them in ways that do not undermine the potential benefits of demographic analysis and care coordination among providers. The paper focuses on one population and one type of care delivery system, but the privacy issues discussed are not limited to dually eligible individuals or to integrated managed care plans, nor are the opportunities and challenges in addressing them.

The paper considers the potential and the limits of opt-in and opt-out consent procedures for managed care enrollees that the Centers for Medicare and Medicaid Services (CMS) has recently proposed. The rule poses significant challenges for data collection and sharing: For instance, navigating consent options is challenging for enrollees; operationalizing data limitations is difficult for plans; and opt-out choices
can significantly impair coordination of care. Alternative approaches might instead focus on the need for strong antidiscrimination policies to complement privacy protections. A combination of measures ranging from cultural competence training to rigorous enforcement of privacy and antidiscrimination protections can create a culture that honors autonomy and empowers enrollees while also facilitating coordination of care through appropriate sharing of health care information.

**PRIVACY AT ITS MOST PERSONAL**

Older adults, especially those with several chronic conditions, may need assistance with the activities of daily living. They often have a multitude of providers ranging from specialists and primary care physicians to nurses, physical and mental health therapists, and aides who, often on a daily basis, assist them with their most intimate needs—getting out of bed, bathing, toileting, getting dressed, etc. For these individuals the biggest privacy concern may be how they will be treated if the person bathing them knows their personal medical history. For example, will the fact that years ago they fought drug addiction mean that their caregiver won’t trust them? Will their criminal record mean that they can’t get into a good skilled nursing facility? If they are HIV positive, will the caregiver not want to touch them? And if they move into a congregate living facility, will word get out that they are transgender, and will that affect whether care staff respects them? Will it mean that other residents refuse to sit with them at dinner? What will happen if revelation of a piece of “data” about their sexual orientation causes a rupture in their relationship with their home care aide, who for days at a time may be the only person they see and is their primary source of companionship? These types of incidents not only disrupt care, they also can cause and reinforce trauma.

These fears are not unfounded, and often draw from repeated trauma in dealing with the health care system. In *Stories from the Field*, Justice in Aging reported numerous cases where LGBTQI+ older adults experienced discrimination in long-term care facilities ranging from verbal and physical harassment, to visiting restrictions and isolation, to being denied basic care such as a shower, or being discharged or refused admission. Care refusals and disrespectful treatment by medical professionals, also grounded in discrimination, happen in every health care setting, even with providers in emergency rooms.

These fears can be deep but they coexist with the competing desires of older adults—and indeed all of us—to tell their stories and be able to live as their whole selves in their community. Indeed, there is a growing body of research on the therapeutic value of personal storytelling on the physical and mental health of older adults, including those living with dementia. One set of studies, for example, found that storytelling decreased depression in dementia patients while also assisting staff with providing person-centered care.

Older adults want to be seen and want to be heard, but they want control of their own narrative. They want to control when and with whom they share the details of their life, particularly when those details involve sensitive matters. Those with serious health needs often have lost almost all physical privacy, with aides necessarily involved in the most intimate and personal activities of their daily life and an endless parade of doctors, nurses, and other providers examining them inside and out. They have little control over those aspects of their life but keeping control over their personal information, the data that defines who they are and what they have been through in their life, allows them a measure of dignity and personal autonomy.
DATA AND MANAGED CARE FOR DUALLY ELIGIBLE INDIVIDUALS: WHO CONTROLS THE INFORMATION?

An increasing number of individuals who are dually eligible for Medicare and Medicaid health coverage are enrolled in managed care plans that, at least to some extent, coordinate their health care services across both programs. In some models, a managed care health plan sponsor provides all or most of Medicare and Medicaid covered services through either a single entity, such as a Fully Integrated Dual-Eligible Special Needs Plan (FIDE-SNP) or a Medicare-Medicaid plan (MMP), or a Program of All Inclusive Care for the Elderly (PACE) program. In other models, Medicare and Medicaid plans operate separately but coordinate services. A plan sponsor offers all Medicare covered services through a Medicare Advantage (MA) plan and some or all the members of that plan also are enrolled in a Medicaid managed care plan (MCO) operated by the same sponsor. A key element in all these models is coordination of care among all providers across both programs, with a care manager assigned to the enrollee. A goal for these models is person-centered planning and empowerment of the individual to take an active role in managing their care.

These integrated plans hold a wide range of data about their enrollees. They have basic demographic data (age, sex, race, marital status, employment status, disability status) collected by the Social Security Administration for Medicare enrollment. Much of this information is already known by SSA from Social Security enrollment records but it is confirmed during the Medicare application process, which is often conducted over the phone. Plans also have demographic data collected by state Medicaid agencies. The level of demographic detail in Medicaid applications can vary. For example, the Alabama Medicaid application lists six “Race” categories. The California application lists fifteen.

Plans have additional information that they collect when individuals enroll in their Medicare and Medicaid managed care plans, and they have access to the records of both their Medicare and Medicaid network providers. With the enrollee’s permission, they also have access to a wide range of prior health information including prior employer plans, Marketplace plans, correctional health care systems plans, safety net providers, and others.

Health Risk Assessments (HRAs) conducted by the plans can also contain a significant amount of non-health data. For example, all Special Needs Plans (SNPs) are required by regulation to include questions addressing food security, housing stability, and transportation access in their HRAs. Other information gleaned by care managers in their interaction with enrollees add to the wealth of data that the plan can hold. Provider records, besides containing information on health and steps taken by providers, may also contain personal information that the provider deems relevant.

By regulation, all MA plans are required to have procedures that specify the purposes for which health and enrollment information of enrollees will be used within the organization and to whom and for what purposes it will disclose the information outside the organization. They also are required to abide by all applicable state and federal privacy laws. Within those parameters, plans have broad authority to set limits and conditions for data sharing with network providers and with the plan’s own employees. Plans could, for example, decide what enrollee data they would share with their non-emergency transportation contractor or what level of information access they would allow for home health aides. Plans could also require that provider groups in their network block access of their front office staff to certain categories of sensitive enrollee data.
Because integrated plans contract with a wide range of providers, however, there are practical limits on the extent to which plans could actually enforce controls on how contracted providers handle data once the provider is given access. Though a plan might want, as noted in the above example, to require that all medical providers set specific limits on categories of data shared with non-medical staff, it would be difficult to operationalize such a requirement with a large medical group unless the group set up systems to limit access to that data for all its patients, not just enrollees in that plan. Enforcing such a requirement might be equally challenging in the office of a sole practitioner where staff perform multiple functions and data segregation would be difficult.

CURRENT EFFORTS TO MANAGE PRIVACY CHOICES

Disclosures and consent forms offer a starting point for data protection. In an important and extensive recent Notice of Proposed Rulemaking (NPRM), CMS proposed both technical and procedural requirements for the handling of data by managed health care plans, including requirements around consent by enrollees for data sharing.\(^{15}\) If adopted, the rules proposed in the NPRM would enhance plans’ ability to share data with providers, with other plans, and with their enrollees. To address individual privacy concerns, the NPRM utilizes written electronic notices of both opt-in and opt-out mechanisms to offer enrollees the opportunity to refuse data-sharing.

The proposals offer privacy protections beyond those of the Health Insurance Portability and Accountability Act (HIPAA), which generally gives covered entities the option to deny an individual’s request to withhold health data from providers.\(^{16}\) They also go beyond current Medicare Advantage confidentiality requirements, which require compliance with federal and state law and require procedures that specify the purposes for which information will be used within the organization and to whom and for what purposes the information will be disclosed outside the organization.\(^{17}\) The detailed opt-in and opt-out provisions also are new.

The NPRM proposes an opt-out mechanism for individuals who do not want to permit plans to share their health information with providers. Under the proposal, plans would be required to provide written notice, both upon enrollment and annually thereafter, of the opportunity to opt out of data sharing with plan providers. Permission to share health and demographic information would be assumed unless the individual specifically chooses to deny permission for such sharing.\(^{18}\)

In contrast, for data sharing between managed care plans, affirmative consent through an opt-in process would be required. Sharing between plans might occur when an individual changes plan enrollment or, in the case of those who are dually eligible for Medicare and Medicaid, when individuals are concurrently enrolled in more than one plan. As with the opt-out provision, written notice would be required annually and an individual could change preferences at any time.

As currently drafted, both proposed rules would only require that a plan offer all or nothing consent options. Thus, if an enrollee opted out of data sharing with providers, that choice would mean that the plan would be prohibited from sharing any health files and could only share the bare minimum of demographic data needed in connection with submission of payment requests. Similarly, a choice by an individual not to opt in to data sharing between plans would mean that no health files from a prior health plan could be shared. When an individual has concurrent coverage, such as both Medicare and Medicaid coverage, a choice not to opt into sharing of health information would mean that only information related to eligibility and information needed to coordinate payment between payers would be shared.
In both cases, if an individual denies consent, the decision would impose very significant barriers to care coordination. If, for example, an individual refused to allow a plan to share records with any plan provider, that would mean that each provider would be starting from scratch and would be forced to rely exclusively on the enrollee to develop a medical history and identify other providers working with the enrollee. This would be especially challenging with dually eligible older adults with more complex medical histories, especially those with low health literacy who may have a hard time providing medical history with any specificity or accuracy. It would also mean that, unless an enrollee shared information about a disability in their record, the provider would not know to be prepared to meet accessibility needs. Similarly, an enrollee’s refusal to allow data sharing between Medicare and Medicaid programs would exacerbate the gaps in care that occur when Medicaid providers of home and community-based services are not made aware of the specific transition needs of their enrollees leaving hospitals or other acute care settings or may not even be made aware at all that the individual was hospitalized.

CMS did, however, encourage plans to give enrollees more control of choices by offering the opportunity to opt out of data exchange with specific providers or categories of providers. The agency also asked for comment on whether it should require giving enrollees power to control which data they permit the plan to share, such as setting limiting timeframes for data that can be shared. Under this option, an individual might, for example, not allow sharing of records that are more than ten years old.

If the more granular options were adopted, either voluntarily by plans or by regulation, they would be helpful in giving enrollees agency to protect the demographic or health information that they consider most sensitive. The ability to exclude particular providers from access to one’s records or to ensure the privacy of data from particular times in one’s life could go a long way to empower enrollees to control information that they believe would interfere with their relationship with needed providers. Knowing that they could carve out information or providers from data sharing also would give enrollees more confidence in allowing other data sharing needed for effective teamwork with and among their providers.

These more nuanced options, however, would be difficult to operationalize effectively and challenging to communicate to dually eligible enrollees with low health and computer literacy and limited internet access. Many enrollees with high needs have a large and ever evolving cast of health providers in many fields, and likely could not even name them all. Moreover, their concern about sensitive information often is about protecting that information when they are seeking or working with new providers with whom they have not established a relationship of trust. Further, though the NPRM proposes rules that would facilitate review of their own health information by enrollees, the practicalities of sorting through files, identifying data an individual considers sensitive, and designating specific limits would be beyond the technical capabilities of many dually eligible older adults.

Given the operational limits to even a carefully designed notice of privacy choice option, what other measures could be more effective in ensuring enrollee privacy and less problematic for care coordination?

**UNDERSTANDING WHAT MATTERS TO THE INDIVIDUAL—THE ROLE OF CARE COORDINATORS IN PROTECTING PRIVACY**

One of the advantages of enrollment in a managed care plan, particularly a plan that coordinates both Medicare and Medicaid services, is that an enrollee should have a care manager, i.e., one point...
of contact who can help the enrollee navigate care and troubleshoot relationships with and between providers. An explanation of a plan’s privacy policies and enrollee rights by the care manager, rather than simply providing the limited written notice proposed in the NPRM, can provide an excellent springboard for identifying specific privacy concerns that an enrollee might have and honing in on how to address them. If, for example, an enrollee is fearful of sharing HIV status because of a negative experience with a provider in the past, the care coordinator could respond with an explanation of the plan’s policy with respect to which providers would have access to that kind of data and why. Another enrollee may be returning to the community after incarceration and have worries about which providers will see that information. In both cases, the coordinator and enrollee together might strategize about ways for the enrollee to discuss the information and whether a conversation first between the coordinator and the provider to lay the groundwork would be helpful.

The care coordinator could also emphasize the legal protections available if the enrollee, in fact, encounters problems and the plan’s commitment to respond. Particularly for an enrollee who is considering opting out of data sharing, this information and assistance can provide more context for a reasoned decision. Moreover, for all enrollees, engaging the enrollee from the start in this kind of collaborative decision-making could be a particularly good vehicle for establishing trust between the enrollee and the care coordinator.

**PRIVACY AND DISCRIMINATION: TWO SIDES OF THE SAME COIN**

Addressing enrollee privacy concerns necessarily includes working to ensure that plan providers do not engage in discriminatory conduct against enrollees. For a health plan, particularly one sharing an enrollee’s data over a very wide range of Medicare and Medicaid providers, establishing a culture across its network that does not tolerate discrimination and treats all enrollees with respect is an essential element in its privacy commitment to its enrollees.

**Training:** Training, with respect to both privacy and discrimination, is particularly important in plans primarily serving dually eligible enrollees. Both dually eligible enrollees and the workforce serving them are highly diverse. Only half of people with Medicaid and Medicare identify as “white/non-Hispanic,” compared to eighty-two percent of Medicare-only enrollees. Diversity characterizes the direct care workforce as well. In 2019, for example, thirty-seven percent of home health care workers were immigrants. Attitudes on everything from sexual orientation to religion to age itself may diverge widely among health plan providers and between providers and enrollees.

Plans have a duty to give their employees and providers the tools they need to understand the people they are serving. The HHS Office for Civil Rights (OCR) underscored that duty in recently proposed rules implementing Section 1557 of the Patient Protection and Affordable Care Act (ACA), the primary statute prohibiting discrimination in health care. In that rulemaking, OCR proposed a regulation that would require plans and other covered entities to train relevant employees on Section 1557 policies and procedures. The rules have not yet been finalized but the need is clear. Without training, there are far too many opportunities for discriminatory or disrespectful treatment, often entirely unwitting but extremely harmful. Once the rules are finalized, CMS can play an important role by providing additional guidance to plans, developing best practices for required Section 1557 training, and monitoring plan compliance with employee training requirements.

Providers and all staff interacting with enrollees need training on their legal obligations not to engage in discriminatory treatment but, to be effective, that training should be paired with cultural competency training on sexual
orientation and gender identity (SOGI), sex, race, ethnicity, language access, disability, and age. Care coordinators need even more intensive training on privacy and discrimination protections so that they are able to explain plan policies clearly and accurately, in a culturally and linguistically appropriate manner, to enrollees in a way that is easy to understand and accessible, when necessary.

Providers also need to understand the privacy rights of plan members and receive clear guidance on what their responsibilities are to protect private information. Home health aides in particular often face privacy challenges. They may see an individual more frequently than anyone else on the care team. Their ability to monitor and report changes in health status, cognitive capacity, self-care, mental health and other matters can be critical to a plan’s efforts to maintain the health and well-being of a plan enrollee. They also frequently develop friendships with the enrollees they care for and may be treated as a confidant. They need practical guidance about what information becomes new “data” for an enrollee’s file and what is private, and should not be left to fend for themselves on delicate privacy issues.

**Beyond staff—other residents:** Many dually eligible enrollees spend some or all of their time in congregate facilities that are part of a plan’s network. In these places, such as nursing facilities, assisted living facilities and day health centers, enrollees gather, form community, and exchange news. Plans and their providers, through staff training and resident programming, and by modeling behavior, can play an important role in setting a tone of inclusion and respect among residents and participants. Though plans may not be responsible for the actions of their enrollees or of other individuals, their providers and staff do have tools to create an atmosphere that strongly discourages acts that isolate or discriminate against other residents or participants.

**STRONG REMEDIES WHEN PRIVACY IS VIOLATED**

Although much of the discussion in this paper is about “soft” solutions by managed care plans to address data privacy concerns, enrollees also need access to and notice of strong enforcement mechanisms for both privacy violations and discriminatory actions. Enrollees need additional, understandable, accessible, and culturally competent explanations of their rights.

**Internal grievances:** Plans must be responsive to grievances about privacy and confidentiality as well as discrimination and ensure that provider violations are promptly and thoroughly addressed. This necessarily includes decisive action with respect to identified provider or employee misconduct. CMS and states both have oversight of plan responses to grievances, and can provide technical assistance with remedies.

**Privacy enforcement:** Because HIPAA applies primarily to improper sharing of information outside of a provider system, it may not be relevant to many of the internal privacy issues with a plan’s data policy discussed in this paper. Plans, however, are required to have policies with regard to internal handling of health and enrollment information. They can implement those policies by including data sharing limitations in their contracts with network providers and can invoke those contractual requirements if network providers do not comply with their provisions.

**Discrimination enforcement:** Section 1557 provides broad protection against discrimination in health care on the basis of race, color, national origin, sex, including sexual orientation and gender identity, age, or disability. Individuals can file complaints with the HHS Office for Civil Rights. As mentioned, OCR has proposed regulations that would strengthen both applicability and enforcement of Section 1557 and the final rule is still pending. In addition
to Section 1557, individuals have protections under other civil rights statutes including Title VI of the Civil Rights Act of 1964, the Age Discrimination Act of 1975, Section 504 of the Rehabilitation Act of 1973, and the Americans with Disabilities Act. In addition to rigorous enforcement of Section 1557 protections, both CMS and plans can work to educate individuals about the scope of Section 1557 civil rights protections. The proposed Section 1557 regulations would require providing a notice of nondiscrimination, which is a good starting point but notices are rarely read and, even more rarely, absorbed. Additional culturally and linguistically competent consumer education at a low literacy level would help enrollees understand their protections, giving them more confidence about allowing information to be shared and empowering them to raise their voice if violations occur.

**Monitoring:** Reliance only on grievances filed with a plan or complaints filed with OCR may not be adequate to surface all significant problems with discrimination and privacy, particularly because older adults may be fearful or reluctant to cause trouble. At the plan level, a care coordinator could periodically, for example, during an annual care plan review, check in with an enrollee about their interaction with network providers. Consumer Advisory Councils, which are mandated for D-SNPs, could also discuss privacy and antidiscrimination protections at their meetings. Besides monitoring plan grievances related to discrimination or privacy, CMS could consider other more proactive approaches, such as inclusion of privacy and discrimination concerns in member surveys or focus group discussions, with required compilation of results and reporting to CMS.

**CONCLUSION**

The most pressing privacy and data concerns among many older adults are wrapped up with fears of embarrassment or discriminatory treatment by the very health care providers who serve them. Addressing these concerns through selective withholding of data from providers creates serious operational challenges, and broader denial of data access impedes the important goal of care coordination. This is at best an imperfect partial solution.

Managed care plans serving people dually eligible for Medicare and Medicare hold and have the capacity to share significant amounts of personal data. They also have the opportunity to address the very personal concerns of older adults about the privacy of sensitive data with a multi-faceted and more nuanced response that empowers individuals to control the telling of their story and, through training and consistent enforcement of anti-discrimination mandates among plan components, create a culture that reduces discriminatory misuse of sensitive data.
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